
การประเมินความพึงพอใจของลูกค้าในการใช้บริการสำ�หรับธุรกิจอาหาร 
บริษัทไดน้ำ�แบบสำ�รวจความพงึพอใจลูกค้าออนไลน ์(Online Customer Questionnaires) มาใช้ควบคู่กบัระบบตรวจสอบคุณภาพบริการจากมุมมองของลกูค้า (Mystery 

Shopping) เพือ่ใหส้ามารถประเมนิและวเิคราะหป์ระสบการณข์องลูกค้าไดอ้ย่างครอบคลุมและแม่นยำ� นอกจากนี ้บริษทัไดร้วบรวมและติดตามขอ้มลูผ่านระบบ CRG Food Tracker 

ซึ่งช่วยรวบรวมผลความพึงพอใจของลูกค้าและระบุประเด็นที่ต้องปรับปรุงได้อย่างเป็นระบบ ส่งผลให้การพัฒนาประสิทธิภาพการให้บริการเป็นไปอย่างรอบด้าน 

ผลการประเมินความพึงพอใจของลูกค้าโดยรวมทุกแบรนด์ 

ในปี 2567 คะแนนความพึงพอใจของลูกค้าธุรกิจโรงแรมโดยรวมทุกแบรนด์ (Guest Satisfaction Survey Score : GSS) คือร้อยละ 88.3 ต่ำ�กว่าเป้าที่ตั้งไว้ร้อยละ 1  

(เป้าร้อยละ 89.3) และคะแนนการจัดการชื่อเสียงในระบบออนไลน์ (Online Reputation Management Score: ORM) หรือ ดัชนีวัดความพึงพอใจของลูกค้า (Guest Review 

Index :GRI) คือร้อยละ 87.5 สูงกว่าคา่เฉลี่ยดัชนีวัดความพึงพอใจของโลกร้อยละ 1.3 แต่ยังต่ำ�กว่าเป้าที่ตั้งไว้ที่ร้อยละ 88.9 ในขณะที่คะแนนความพึงพอใจของลูกค้าในระหว่าง

การเข้าพกัอยู่ท่ีร้อนละ 86.3 สำ�หรับดชันคีวามภกัดขีองลูกค้า (Net Promoter Score: NPS) สามารถทำ� QCI ได ้49 คะแนน เพิม่ข้ึนจากปท่ีีแลว้ 0.6 คะแนน โดยมเีปา้ที ่53 คะแนน  

ในส่วนผลคะแนนความสามารถในการแข่งขันเชิงคุณภาพการให้บริการ (Quality Competitive Index: CQI) คือ ร้อยละ 100.9 เทียบกับเป้าหมายที่ตั้งไว้ที่ร้อยละ 103.5 
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บริษัทได้ดำ�เนินการสรุปผลการสำ�รวจความพึงพอใจของลูกค้าและนำ�ประเด็นสำ�คัญมาเป็นแนวทางในการพัฒนาและยกระดับคุณภาพการให้บริการ เพื่อให้สามารถตอบ

สนองความต้องการของลูกค้าได้ดีย่ิงข้ึน ในการปรับปรุงด้านการให้บริการ บริษัทได้ดำ�เนินการพัฒนาความหลากหลายของเมนูอาหารในโรงแรมให้ครอบคลุมและตอบโจทย์

ความต้องการของลูกค้าทุกกลุ่ม ในขณะเดียวกัน ยังคงให้ความสำ�คัญกับคุณค่าทางโภชนาการและความปลอดภัยของแหล่งที่มาของวัตถุดิบ เพื่อให้ม่ันใจว่าอาหารที่ให้บริการ

มีคุณภาพและได้มาตรฐาน นอกจากน้ี บริษัทได้เพิ่มมาตรการตรวจสอบคุณภาพของห้องพักและพื้นท่ีส่วนกลางของโรงแรมอย่างต่อเนื่อง เพื่อมอบประสบการณ์การเข้าพัก 

ทีส่ะดวกสบายและตรงตามความคาดหวงัของลูกค้า รวมถงึการปรับปรุงฟงักชั์นของหอ้งพกัใหส้ามารถรองรับการใช้งานอปุกรณอ์เิล็กทรอนกิส์ไดอ้ยา่งมีประสทิธภิาพและเพยีงพอ 

ต่อความต้องการของผู้เข้าพัก 

ในภาคธรุกจิอาหาร บริษทัไดก้ำ�หนดกรอบการดำ�เนินงานดา้นคุณภาพการใหบ้ริการ โดยแต่ละแบรนดอ์าหารมแีนวปฏบิตัเิฉพาะในการควบคุมคุณภาพ ซึง่สะท้อนใหเ้หน็จาก

ผลการประเมินความพงึพอใจของลกูค้าในป ี2567 โดยลูกค้ามคีวามพงึพอใจในดา้นรสชาติและคุณภาพของอาหารท่ีเปน็ไปตามมาตรฐาน รวมถึงความสะอาดและบรรยากาศโดย

รวมภายในร้าน ผลการประเมินจากระบบ CRG Food Tracker พบว่าความพึงพอใจโดยรวมอยู่ที่ร้อยละ 93.5 และการประเมินมาตรฐานคุณภาพผลิตภัณฑ์อยู่ที่ร้อยละ 98.4 

นอกจากนี้ บริษัทได้ให้ความสำ�คัญกับการพัฒนาคุณภาพในการให้บริการ 3 ประเด็นหลัก ได้แก่ ความรวดเร็วในการให้บริการ การเพิ่มเมนูและโปรโมชั่น และการต้อนรับลูกค้า 

เพื่อให้ตอบสนองความพึงพอใจลูกค้า บริษัทได้นำ�กลยุทธ์ด้านการดำ�เนินงานที่มุ่งเน้นการประยุกต์ใช้เทคโนโลยีเพื่อเพิ่มประสิทธิภาพการให้บริการ ควบคู่ไปกับการนำ�เสนอ 

เซ็ตเมนูและโปรโมชั่นตามเทศกาลต่างๆ เพื่อเพิ่มยอดขายและขยายกลุ่มลูกค้าในตลาด

การคุ้มครองความเป็นส่วนตัวของข้อมูล

บริษัทได้จัดทำ�นโยบายคุ้มครองข้อมูลส่วนบุคคล ตามข้อกำ�หนดของพระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562 และกฎหมายท่ีเกี่ยวข้องอย่างเคร่งคัด  

บริษัทตระหนักถึงความเสี่ยงด้านกฎระเบียบ (Compliance Risk) และความเสี่ยงจากการละเมิดสิทธิและความเป็นส่วนตัวของบุคคล จึงได้เผยแพร่ข้อมูลนโยบายดังกล่าว 

บนเวป็ไซต์ข์องบริษัท ท้ังเวบ็ไซตข์องธรุกจิโรงแรมและเวบ็ไซตข์องธรุกจิอาหาร รวมถงึสือ่ความถงึลูกค้า คู่ค้า และผูม้สีว่นไดเ้สยีทกุฝา่ย ใหรั้บทราบโดยทัว่กนั เพือ่สร้างความเช่ือม่ัน 

ในระบบการกำ�กับดูแลข้อมูลของบริษัท 

บริษัท โรงแรมเซ็นทรัลพลาซา จำ�กัด (มหาชน)  |  95



บริษัทได้กำ�หนดให้มีการทบทวนนโยบาย แนวปฏิบัติ และปรับปรุงมาตรการการควบคุมข้อมูลให้เหมาะสมตามสถานการณ์ปัจจุบัน และได้จัดอบรมเพื่อให้ความรู้แก่พนักงาน

เกี่ยวกับความสำ�คัญของความเป็นส่วนตัวของข้อมูลและบทบาทขององค์กรในการรักษามาตรฐานของการรักษาความปลอดภัยและความเป็นส่วนตัวของข้อมูลของบริษัท โดยมี

การดำ�เนินการอย่างสม่ำ�เสมอปีละหนึ่งครั้ง ในปี 2567 พนักงานได้เข้ารับการอบรมและผ่านการทดสอบ ร้อยละ 100 

นอกจากนี ้บริษัทไดน้ำ�เทคโนโลยีท่ีมปีระสิทธภิาพเข้ามาเสริมความแข็งแกร่งของระบบความม่ันคงปลอดภัยทางไซเบอร์ ในการป้องกนั รักษาความปลอดภัยของระบบสารสนเทศ

และข้อมูลส่วนบุคคล เช่น การเลือกใช้ระบบการรักษาความปลอดภัยทางเครอืข่าย (Firewall System) ระบบตรวจจับและตอบสนองต่อภัยคุกคามทางเครือข่าย (CrowdStrike) 

การยกระดบัมาตรฐานการรักษาความปลอดภัยสำ�หรับการเขา้ใช้งานระบบเทคโนโลยีสารสนเทศโดยวธิกีารยืนยันตวัตนแบบหลายปัจจยั (Multi-factor Authentication : MFA) 

ที่มีความปลอดภัยสูง รวมถึงระบบการจัดการอุปกรณ์เคลื่อนที่ (Mobile Device Management : MDM) สำ�หรับบุคลากรที่เข้าถึงข้อมูลที่สำ�คัญ เป็นต้น ซึ่งเป็นส่วนช่วยใน

การสนับสนุนบริการและการดำ�เนินธุรกิจของบริษัท ด้านความโปร่งใสและการให้ความยินยอมเรื่องข้อมูล บริษัทได้สร้างช่องทางการสื่อสารที่ชัดเจนกับลูกค้า ผู้ใช้บริการ และผู้ที่

เกี่ยวข้องกับการดำ�เนินธุรกิจ เพื่อขอความยินยอมที่สำ�คัญในการเก็บ ประมวลผล และแบ่งปันข้อมูล โดยได้กำ�หนดระเบียบปฏิบัติการคุ้มครองข้อมูลส่วนบุคคล โดยกำ�กับดูแลให้

มกีารจดัเกบ็ขอ้มลูเทา่ท่ีจำ�เป็น ภายใต้วตัถปุระสงค์อนัชอบดว้ยกฎหมาย นอกจากนี ้บริษทัจดัใหมี้การดำ�เนนิการตรวจสอบภายในรวมถงึหนว่ยงานภายนอก โดยมกีารตรวจสอบ

โดยเจ้าหน้าที่คุ้มครองข้อมูลส่วนบุคคลของทางกลุ่มเซ็นทรัล 

อ่านนโยบายความเป็นส่วนตัว เพิ่มเติม https://investor.centarahotelsresorts.com/th/privacy-policy

การบริหารความเสี่ยงด้านดิจิตอลและไซเบอร์ (Digital and Cyber Risk) 

บริษัทให้ความสำ�คัญในการป้องกันและบริหารจัดการความเสี่ยงด้านดิจิตอลและไซเบอร์ให้สอดคล้องกับระดับความเสี่ยงที่องค์กรสามารถรับได้ คณะทำ�งานภายใต้การ

กำ�กบัดแูลของประธานเจา้หนา้ท่ีฝ่ายเทคโนโลยี จงึมุ่งมัน่ในการปรบัปรุงโครงสร้างทางดา้นระบบเทคโนโลยสีารสนเทศใหม้ปีลอดภยัสงูสดุ บริษัทมแีนวทางการทบทวนนโยบายอยา่ง

สม่ำ�เสมอ อย่างน้อยปลีะหนึง่คร้ัง และสร้างแผนรับรองเหตกุารณฉ์กุเฉนิตามกระบวนการ CHR Crisis Escalation flow เพือ่ใช้เป็นแนวทางในการสือ่สารและปฏบัิตภิายในองค์กร

ให้สามารถจัดการความเสี่ยงได้อย่างมีประสิทธิภาพ เสริมด้วยการนำ�ระบบการจัดการรักษาความปลอดภัยขององค์กร (Security Information and Event Management: 

SIEM) เพื่อจัดเก็บ ตรวจสอบหาจุดเสี่ยง วิเคราะห์ และระบุตำ�แหน่งของภัยคุกคาม โดยมีการดำ�เนินงานร่วมกับหน่วยงานภายนอก เพื่อยกระดับการเฝ้าระวังภัยคุกคามก่อนที่

จะรบกวนการดำ�เนินธุรกิจ ภายในองค์กรเอง บริษัทจัดให้มีมาตรการควบคุมความปลอดภัยและความลับของข้อมูลตามมาตรฐานสากลและพึงคำ�นึงถึงสิทธิของลูกค้า รวมถึงผู้

ที่มีส่วนเกี่ยวข้องทุกฝ่าย เพื่อคงไว้ซึ่งการรักษาความลับ (Confidentiality) ความถูกต้องสมบูรณ์ (Integrity) และความพร้อมใช้งาน (Availability) ของสารสนเทศ โดยมีการ

กำ�หนดระดับชั้นของข้อมูล เพื่อกำ�กับดูแลความปลอดภัยของข้อมูล นับตั้งแต่การบันทึกข้อมูล การเก็บและการใช้ข้อมูล และระยะเวลาในการเก็บรักษาข้อมูล โดยแต่ละหน่วยงาน

ภายในบริษัทจะต้องรับผิดชอบการเก็บรักษา ดำ�เนินการลบ ทำ�ลายหรือทำ�ให้ข้อมูลส่วนบุคคลไม่สามารถระบุตัวตนได้ 

ในป ี2567 ธรุกจิโรงแรมและธรุกจิอาหารไดด้ำ�เนินการทวนสอบระบบใหเ้ป็นไปตามมาตรฐานและขอ้กำ�หนดของการรับรองมาตรฐานการจดัการความปลอดภยัดา้นสารสนเทศ 

(ISO/IEC 27001:2022 - Information Security Management) โดยหน่วยงานภายนอกเป็นที่เรียบร้อย 

กระบวนการตรวจสอบระบบความปลอดภัยของข้อมูลสารสนเทศ (Cyber Security Incident Escalation)

บริษัทไดก้ำ�หนดมาตรการและขัน้ตอนการตรวจสอบระบบความปลอดภัยของข้อมลูสารสนเทศอย่างเป็นระบบและรัดกมุ เพือ่ปอ้งกนัและบริหารจดัการความเสีย่งดา้นไซเบอร์ 

รวมถึงการตอบสนองต่อภัยคุกคามที่อาจเกิดขึ้น ทั้งนี้ เพื่อให้ธุรกิจและการให้บริการสามารถดำ�เนินไปได้อย่างต่อเนื่อง บริษัทจึงได้กำ�หนดกระบวนการบริหารจัดการเหตุการณ์

ด้านความปลอดภัยไซเบอร์ (Cyber Security Incident Management Procedure) และแผนการรับมือสถานการณ์ฉุกเฉิน (CHR Crisis Escalation Flow) ซึ่งมีการสื่อสาร

ภายในองคก์รและทดสอบระบบเป็นระยะ นอกจากน้ี บริษัทใหค้วามสำ�คัญกบัการสง่เสริมความร่วมมอืกบัหน่วยงานกำ�กบัดแูลและภาคสว่นทีเ่กีย่วขอ้ง เพือ่ประสานงานดา้นข้อมูล

และระบบสารสนเทศให้เป็นไปตามข้อกำ�หนดทางกฎหมาย และสอดคล้องกับนโยบาย แนวปฏิบัติภายในองค์กรที่ได้มีการประกาศใช้ 

บคุลากรภายในบริษทัถอืเป็นกลไกสำ�คัญในการเฝ้าระวงัและรักษาความปลอดภัยของขอ้มลูสารสนเทศ บริษัทจงึใหค้วามสำ�คัญกบัการสร้างวฒันธรรมองค์กรท่ีตระหนักถงึ

ความเสี่ยงด้านภัยไซเบอร์ในทุกระดับ ตั้งแต่คณะกรรมการบริษัท ผู้บริหาร พนักงาน ไปจนถึงลูกค้าและคู่ค้าที่เกี่ยวข้อง สำ�หรับระดับพนักงาน บริษัทได้จัดให้มีการฝึกอบรมด้าน

ความเสี่ยงจากภัยไซเบอร์ รวมถึงการอบรมด้านกฎหมายคุ้มครองข้อมูลส่วนบุคคลเป็นประจำ�ทุกปี พร้อมทั้งดำ�เนินโครงการทดสอบความตระหนักรู้ด้านภัยไซเบอร์ (Phishing 

Test) อย่างน้อยปีละสองครั้ง นอกจากนี้ บริษัทได้มีการตรวจสอบช่องโหว่ (Vulnerability Assessment) และจัดทำ�โครงการการทดสอบการบุกรุกระบบ (Cyber Security 

Penetration Test) ซึ่งได้ร่วมมือกับหน่วยงานภายนอกเพื่อประเมินความปลอดภัยทางไซเบอร์เสมือนจริงเป็นประจำ�ในทุกปี ทั้งน้ี บริษัทได้กำ�หนดให้มีการรายงานสถานะของ

เหตุการณ์ด้านความเสี่ยงจากภัยไซเบอร์ ทั้งที่เกิดขึ้นภายในองค์กรและความเคลื่อนไหวจากภายนอกต่อผู้บริหาร เพื่อให้เกิดความตระหนักรู้และสามารถกำ�หนดแนวทางป้องกัน

ที่มีประสิทธิภาพ ตลอดจนเสริมสร้างความมั่นคงปลอดภัยทางไซเบอร์ขององค์กรให้สอดคล้องกับมาตรฐานสากล 

บริษัทได้เข้าร่วมโครงการวัดระดับความม่ันคงปลอดภัยไซเบอร์สำ�หรับบริษัทจดทะเบียน (Cyber Resilience Survey 2025) ของตลาดหลักทรัพย์แห่งประเทศไทย เพื่อ

ช่วยให้บริษัททราบถึงระดับความมั่นคงปลอดภัยไซเบอร์ของบริษัท และเป็นข้อมูลในการจัดทำ�แผนงานที่เกี่ยวข้องอันจะเป็นประโยชน์ในการลดความเสี่ยงและเพิ่มศักยภาพในด้าน

ความมั่นคงปลอดภัยไซเบอร์ต่อไป 
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